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1. Informacje ogdlne o projekcie
Data ztozenia wniosku 2023-12-14 13:02:04
Program Fundusze Europejskie na Rozwéj Cyfrowy (FERC)
Priorytet Il Zaawansowane ustugi cyfrowe
Dziatanie 2.2. Wzmocnienie krajowego systemu cyberbezpieczeristwa
Fundusz Europejski Fundusz Rozwoju Regionalnego (EFRR)
Numer naboru FERC.02.02-CS.01-001/23
Tytut projektu Zwiekszenie cyberbezpieczenstwa Urzedu Gminy Lesznowola

Celem projektu jest zwiekszenie poziomu bezpieczenstwa informacji UG
Lesznowola. Projekt realizuje cel szczegétowy Programu FERC2021
/2027, Dziatanie 2.2 Wzmocnienie Krajowego Systemu
Cyberbezpieczeristwa w zakresie zapewnienia cyberbezpieczerstwa
jednostkom administracji publicznej poprzez budowe, rozwéj oraz
wdrazanie narzedzi stuzgcych do monitorowania bezpieczenstwa,
zbierania, analizy i wymiany informacji o zagrozeniach, podatnoéciach i
incydentach, a takze poprzez rozwéj cyfrowych kompetenciji
pracownikdéw w obszarze cyberbezpieczenstwa.

Koncepcja projektu opracowana zostata na podstawie analizy potrzeb
jednostki w zakresie cyberbezpieczeristwa w obszarze organizacyjnym,
kompetencyjnym oraz technicznym w oparciu o posiadang
dokumentacje, opracowang Ankiete Dojrzatosci Cyberbezpieczerstwa,
badanie stanu infrastruktury technicznej oraz kompetencji pracownikéw
i kadry kierowniczej w zakresie cyberbezpieczenstwa. Zakres projektu
oraz rozwigzania w nim zastosowane zostaty opracowane w oparciu o
Poradnik Cyberbezpieczny Samorzad. Okres realizacji projektu wyniesie
24 miesigce od podpisania umowy grantowej.

Zadanie 1. Obszar organizacyjny. Przeprowadzona analiza dojrzatosci
cyberbezpieczenstwa wykazata, ze Gmina posiada luki w obszarze
organizacyjnym polegajace przede wszystkim na braku aktualizagji
catosciowego SZBI, Instrukcji zarzadzania systemem informatycznym
stuzacym do przetwarzania danych osobowych oraz Polityki
Bezpieczenstwa Informacji w/w dokumenty nie byty aktualizowane od
2018 roku i opisujg procedury oraz $rodki techniczne i organizacyjne
zapewniajace ochrone danych bez uwzglednienia zmian z zakresu
cyberbezpieczeristwa.

W ramach projektu zaplanowano aktualizacje i wdrozenie cato$ciowego
SZBI (W.01), w ramach ktérego opracowana zostanie kompleksowa
Polityka Bezpieczenstwa Informacji (W.14) uwzgledniajaca caty obszar
ochrony informagji, tacznie z obszarem dotyczacym
cyberbezpieczerstwa. W zwiazku z tym, w projekcie zaplanowano
przeprowadzenie przegladu zgodnosci polityk z KRI i UoKSC (W.02) oraz
wykonanie testéw podatnosciowych (W.02, W.04, W.14, W.17), ktére
beda podstawa do opracowania procedur identyfikacji i zarzadzania
podatnosciami, takze w kontekscie cyberbezpieczenstwa (W.20, W.21).
W projekcie przewidziano przeprowadzenie analizy ryzyka, ktérej wyniki
stanowi¢ beda baze do opracowania petnego, uwzgledniajacego obszar
cyberbezpieczenstwa rejestru ryzyk oraz procedur zarzadzania nimi (W.
04). Zaktualizowany rejestr ryzyk obejmowac bedzie wszystkie, takze
informatyczne aktywa jednostki (W.03). W zakresie ochrony danych,
opracowane zostang procedury uwzgledniajace cyberbezpieczenstwo
(W.17), w tym bezpieczenstwo kopii zapasowych (W.19) oraz plany ich
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odtwarzania w przypadku awarii (W.16). Zaktualizowane SZBI regulowad
bedzie takze procedury zwigzane z rejestrowaniem i przechowywaniem
logéw oraz informacji o anomaliach i zdarzeniach (W.08, W.25, W.26, W.
27, W.28), a takze procedury zwigzane z obstugg incydentéw (W.04, W.
21, W.23, W.29, W.30, W.31).

Na zakonczenie projektu przewidziano wykonanie audytu
powdrozeniowego wraz z raportem (W.24). Powyzsze zadania
zrealizowane zostang z wykorzystaniem podmiotéw zewnetrznych (W.
02) posiadajacych odpowiednie dodwiadczenie oraz kwalifikacje. W
zakresie organizacyjnym przewidziano przeprowadzenie dziatah
promocyjnych zgodnie z wymaganiami ustawowymi oraz zapisami
Umowy o Powierzenie Grantu (W.34). Koszty ustug oszacowano na
podstawie dostepnych na rynku ofert.

Zadanie 2. Obszar kompetencyjny. Aktualnie, pracownicy Urzedu nie sa
objeci programem szkoleh w zakresie cyberbezpieczenstwa. Niezbedne
jest wiec przeszkolenie w powyzszym zakresie zaréwno kierownictwa i
osoby odpowiedzialnej za bezpieczenstwo informacji, jak i wszystkich
pracownikéw Urzedu pracujacych z komputerami (W.07). W tym celu
zakupiony zostanie 2 letni dostep do profesjonalnej platformy
elearningowej oferujacej kompleksowe i cykliczne szkolenie w zakresie
cyberbezpieczenstwa. Dla kadry kierowniczej przewidziano dodatkowe
szkolenie stacjonarne w zakresie polityk oraz regulacji dotyczacych
bezpieczenstwa informacji (W.02, W.03, W.05, W.06, W.12, W.14),
systemu zarzadzania bezpieczeristwem informacji (W.24), a takze
zagadnien zwigzanych identyfikacjg i zarzadzaniem ryzykiem (W.04) oraz
incydentami (W.23, W.31, W.32, W.33). W zwiazku z wdrazaniem w
ramach projektu nowych technologii oraz systeméw informatycznych,
dla 4 pracownikéw IT przewidziano cykl szkoler w zakresie
bezpieczenstwa sieci, nowych systeméw operacyjnych, systeméw kopii
bezpieczenhstwa, oprogramowania antywirusowego z EDR oraz MDM,
SIEM, SYSLOG, DLP, (W.07). Koszty ustug szkoleniowych oszacowano
na podstawie dostepnych na rynku ofert.

Zadanie 3. Obszar techniczny. Realizacja zadania zaspokoi potrzeby UG
Lesznowola w zakresie podniesienia poziomu cyberbezpieczenstwa
infrastruktury IT Urzedu poprzez zakup specjalistycznego sprzetu oraz
oprogramowania. Wzmocnienie cyberbezpieczenstwa jednostki
realizowane bedzie w obszarze ochrony sieci, ochrony danych i ich kopii
zapasowych oraz ochrony na poziomie punktéw koricowych.

W zakresie wzmocnienia bezpieczenstwa sieci informatycznej Urzedu, w
projekcie przewidziano wdrozenie kompleksowego systemu
bezpieczenstwa sieci, sktadajgcego sie z firewalla UTM nowej generacji
oraz oprogramowania typu NAC. System taki bedzie wspierat
administratora w zarzadzaniu siecig w zakresie: kontroli i zarzgdzania
dostepem do sieci, nadawania uprawnien (W.06, W.08, W.14, W.17, W.
19), podgladu i monitorowania sieci i jej uzytkownikéw (W.04, W.08, W.
09, W.10, W.12, W.14, W.16, W.17, W.19, W.25), zarzadzaniu
adresacja IP, a takze w wykrywaniu zagrozen i raportowaniu zdarzen (W.
08, W.09, W.31).

W zakresie ochrony danych i ich kopii zapasowych w projekcie
przewidziano zakup i wdrozenie kompleksowego systemu
bezpieczenstwa (W.17), sktadajgcego sie z serwera, dwoch macierzy
dyskowych oraz oprogramowania do zarzadzania systemem. Serwer
stanowit bedzie platforme pod maszyny wirtualne obstugujace system
archiwizacji danych. Serwer zostanie zakupiony wraz z systemem
operacyjnym, Srodowiskiem do wirtualizacji Data Center oraz licencjami
dostepowymi. Zakup nowego serwera umozliwi takze efektywniejsze
zarzadzanie archiwizacjg danych dzieki mozliwosci oddzielenia systemu
kopii zapasowych od $rodowiska produkcyjnego. System uzupetniaé
bedzie macierz dyskowa podstawowa oraz oddzielna macierz
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dedykowana do archiwizacji kopii zapasowych (W.16) oraz
oprogramowanie umozliwiajace scentralizowane zarzadzanie
archiwizacja i odzyskiwaniem danych, w tym na zautomatyzowane
tworzenie kopii zapasowych, szybkie odzyskiwanie danych po awarii
oraz petng analityke kopii zapasowych. Takie rozwigzanie umozliwiac
bedzie kompleksowa ochrone danych (W.17), ochrone plikéw
systemowych (W.19), bezpieczne przechowywanie zapisu dziennikéw
systemowych (W.28), a takze zabezpiecza¢ bedzie Urzad przed
mozliwoscia modyfikaciji, usuniecia lub zniszczenia/utraty tych danych
(W.12, W.16, W.17, W.19). W projekcie przewidziano zakup nowego
centralnego UPS zdolnego podtrzyma¢ prace wszystkich zakupionych w
projekcie urzadzen (W.16), poniewaz obecnie wykorzystywany nie
spetnia wymagan jakosciowych (8 lat uzytkowania) oraz funkcjonalnych
zwigzanych z mozliwoscig jego monitoringu i zarzadzania.

W zakresie ochrony urzadzen koficowych, w projekcie przewidziano
odnowienie licencji na oprogramowanie antywirusowe oraz jej
rozszerzenie o funkcjonalnosé EDR (W.09, W.10), a takze wdrozenie
oprogramowania klasy UEM do kompleksowego i zautomatyzowanego
zarzadzania aktywami IT, umozliwiajagcego m.in. inwentaryzacje oraz
audyt aktywow (W.03, W.15, W.16), skanowanie podatnosci oraz
wykrywanie luk w zabezpieczeniach (W.04, W.09, W.10, W.15, W.19,
W.20, W.21, W.22), zdalne zarzadzanie konfiguracjg urzadzen i
oprogramowania, scentralizowang dystrybucje oprogramowania
systemowego, aktualizacji i poprawek (W.04, W.10, W.14, W.15, W.17,
W.22), state monitorowanie i wykrywanie nieautoryzowanego sprzetu i
oprogramowania w systemie (W.03, W.08, W.09, W.19) oraz
scentralizowane zarzadzanie uprawnieniami (W.06, W.08, W.10, W.11,
W.17, W.19,). Koszty zakupu sprzetu i oprogramowania 0szacowano na
podstawie dostepnych na rynku ofert.

Projekt na kazdym etapie realizowany bedzie zgodnie przepisami
antydyskryminacyjnymi oraz zasadami réwnosci szans ze wzgledu na
ptec, rase, pochodzenie etniczne, religie lub $wiatopoglad,
niepetnosprawnos$é, wiek oraz orientacje seksualng. Rezultaty oraz
produkty projektu beda powszechnie dostepne oraz nie beda
dyskryminacyjne. Wnioskodawca zapewni zgodno$¢ projektu z zasadami
réwnosci szans kobiet i mezczyzn oraz dostepnosci dla 0séb z
niepetnosprawnosciami. W projekcie obowigzywac¢ bedg standardy
dostepnosci, w tym standardy dostepnosci cyfrowej. Stworzone w
projekcie zasoby cyfrowe, np. strona www beda zgodne ze standardem
WCAG 2.1.

W projekcie nie wystepujg bariery réwnosciowe w obszarze zakresu ani
zasiegu jego oddziatywania. Projekt bedzie miat pozytywny wptyw na
polityke réwnych szans i niedyskryminacji. W obszarze technicznym i
organizacyjnym dotyczacym zakupu sprzetu informatycznego,
oprogramowania oraz ustug doradczych Wnioskodawca zapewni
zgodnos¢ projektu z zasada réwnosci szans poprzez zastosowanie
deklaracji przestrzegania zasad réwnos$ciowych przez wykonawcéw na
etapie procedury zakupowej. W obszarze kompetencyjnym
Whioskodawca zapewni spetnienie zasad dostepnosci oraz wymagan
réwnosciowych i antydyskryminacyjnych poprzez organizacje szkolefh w
sposéb zapewniajacy réwny dostep dla wszystkich pracownikéw, w tym
0s6b z niepetnosprawnosciami. Tres¢ szkolert musi by¢ zrozumiata dla
kazdego uczestnika bez wzgledu na jego do$wiadczenie, wiedze,
umiejetnosci jezykowe, a takze dostosowana do potrzeb oséb z
niepetnosprawnosciami. Rbwnos¢ szans kobiet i mezczyzn zapewni
indywidualnie okreslany przez uczestnikéw harmonogram szkolenia,
dostosowany do ich indywidualnej organizacji czasu pracy, w tym
koniecznosci wypetniania obowiazkéw rodzinnych.

Projekt grantowy Tak

Strona 3z 10



Fundusze Europejskie

Rzeczpospolita
na Rozwdj Cyfrowy

- Polska

2. Miejsce realizacji projektu

Obszar realizacji projektu (TERYT)

Maksymalna kwota dofinansowania grantu dla Beneficjenta (liczona po
wspdétczynniku dochodéw Beneficjenta (w PLN)

Minimalna wysoko$¢ wktadu wtasnego (wyrazona w %)
Procent dofinansowania UE (w %)
Procent dofinansowania BP (w %)

Wojewédztwo/Powiat/Gmina

3. Informacje o Grantobiorcy

NIP

Nazwa Grantobiorcy

Regon

KRS

Forma Prawna Grantobiorcy

Mozliwos¢ odzyskania VAT

Adres siedziby

Kraj

Miejscowosé

Kod pocztowy

Ulica

Nr domu

Nr lokalu (opcjonalnie)
Adres e-mail

Adres ePUAP

Nr tel

Adres korespondencyjny

Adres korespondencyjny taki sam jak adres firmy

Osoba upowazniona do kontaktu

Imie
INEYAYS )

Stanowisko

Adres e-mail
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1418032

850000,00

20,00

72,80

7,20

MAZOWIECKIE/piaseczynski/Lesznowola

1231220334

GMINA LESZNOWOLA

013271111

brak danych

WSPOLNOTY SAMORZADOWE

Tak

Polska

Lesznowola

05-506

ul. Gminna

60

nie dotyczy

gmina@lesznowola.pl

/apg4u8b94x/SkrytkaESP

+48 227089111

tak

Joanna

Misiak

Gt. specjalista

rfz@lesznowola.pl
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Nr tel +48 227089131

Nr rachunku bankowego Grantobiorcy 38 9288 0001 5500 0257 2000 0280

Osoby upowaznione do reprezentacji Grantobiorcy

Imie Maria Jolanta

Nazwisko Batycka-Wasik

Stanowisko Wojt Gminy Lesznowola

Podpis/kontrasygnata podpis

Adres e-mail wojt@lesznowola.pl

Nr tel +48 227089111

Imie Marta Magdalena

Nazwisko Sulimowicz

Stanowisko Skarbnik Gminy

Podpis/kontrasygnata kontrasygnata

Adres e-mail marta.sulimowicz@lesznowola.pl

Nr tel +48 227089217

4. Zakres rzeczowy projektu

Zadanie

Nazwa zadania Obszar organizacyjny

Zadanie

Nazwa zadania Obszar kompetencyjny

Zadanie

Nazwa zadania Obszar techniczny

5. Zakres finansowy

Wydatki rzeczywiscie ponoszone

Zadanie 1 - Obszar organizacyjny

Cena . Wydatki Wydatki Wydatki .
. Liczba , e . o Dofinansowa
Nazwa kosztu jednostkowa ‘ednostek ogébtem (w kwalifikowaln  niekwalifikow nie tw PLN)
(w PLN) ) PLN) e (w PLN) alne (w PLN)
Testy
podatnosci -
1 ustuga 8000,00| 1 8 000,00 8 000,00 0,00 6 400,00
doradcza

specjalistyczna

Wkitad

wiasny (w

PLN)

1 600,00
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Audyt
zgodnosci z
5 KRI UoKSC - 9000,00| 1
ustuga
doradcza

specjalistyczna

9 000,00 9 000,00 0,00 7 200,00 1 800,00

Aktualizacja
PBI oraz
analiza ryzyka
w tym
opracowanie

i wdrozenie
metodyk -
ustuga
doradcza
specjalistyczna

14 000,00| 1 14 000,00 14 000,00 0,00 11 200,00 2800,00

Aktualizacja
SZBI - ustuga
doradcza
specjalistyczna

Audyt
koncowy -

5 ustuga
doradcza
specjalistyczna

14000,00| 1 14 000,00 14 000,00 0,00 11 200,00 2 800,00

12000,00| 1 12 000,00 12 000,00 0,00 9 600,00 2 400,00

Promocja -
6 ustuga
Zlecona

200000 1 2 000,00 2 000,00 0,00 1 600,00 400,00

SUMA 59 000,00 59 000,00 0,00 47 200,00 11 800,00

Zadanie 2 - Obszar kompetencyjny

Nazwa kosztu

Szkolenie z
podstaw
cyberbezpiecz
enstwa dla
pracownikéw
- platforma e-
learningowa

2 lata -

ustuga
Zlecona

Cena
jednostkowa
(w PLN)

90,00

Liczba
jednostek

150

Wydatki
ogbtem (w
PLN)

13 500,00

Wydatki
kwalifikowaln
e (w PLN)

13 500,00

Wydatki
niekwalifikow
alne (w PLN)

0,00

Dofinansowa
nie (w PLN)

10 800,00

Whktad
wiasny (w
PLN)

2 700,00

Szkolenie IT -
Bezpieczenst
WO sieci
komputerowy
ch testy
penetracyjne
- ustuga
Zlecona

4 400,00

17 600,00

17 600,00

0,00

14 080,00

3 520,00
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Szkolenie
stacjonarne
dla kadry
kierowniczej
- ustuga
Zlecona

390000| 1 3 900,00 3 900,00 0,00 3120,00 780,00

Szkolenie IT -
Fortigate -
ustuga
Zlecona

2000,00| 4 8 000,00 8 000,00 0,00 6 400,00 1 600,00

Szkolenie IT -
system kopii
5 bezpieczenst 2300,00| 4 9 200,00 9 200,00 0,00 7 360,00 1 840,00
wa - ustuga
Zlecona

Szkolenie IT -
zarzadzenie
w IT - ustuga
zlecona

13 000,00 | 4 52 000,00 52 000,00 0,00 41 600,00 10 400,00

Szkolenie IT -
Bezpieczenst
7 wo Windows 3000,00| 4 12 000,00 12 000,00 0,00 9 600,00 2 400,00
- ustuga
Zlecona

Szkolenie IT -
MS 55345
Zarzadzanie i
8 wdrazanie 3700,00| 4 14 800,00 14 800,00 0,00 11 840,00 2 960,00
Windows 11
- ustuga
Zlecona

SUMA 131 000,00 131 000,00 0,00 104 800,00 26 200,00

Zadanie 3 - Obszar techniczny

Cena . Wydatki Wydatki Wydatki . Whktad
. Liczba p . . o Dofinansowa
Nazwa kosztu jednostkowa ‘ednostek ogbtem (w kwalifikowaln  niekwalifikow nie (w PLN) wiasny (w
(w PLN) ) PLN) e (w PLN) alne (w PLN) PLN)
1 Serwer 90000,00| 1 90 000,00 90 000,00 0,00 72 000,00 18 000,00
Macierz do
systemoéw
2 wdrazanych 115000,00| 1 115 000,00 115 000,00 0,00 92 000,00 23 000,00
w ramach
projektu
Macierz do
3 kopii 110000,00| 1 110 000,00 110 000,00 0,00 88 000,00 22 000,00
zapasowych
Oprogramow
4 anie do kopii 70000,00| 1 70 000,00 70 000,00 0,00 56 000,00 14 000,00
zapasowych
Firewall
5 sieciowy 5000000 1 50 000,00 50 000,00 0,00 40 000,00 10 000,00
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Licencja na
oprogramowa
6 nie Network 80000,00| 1 80 000,00 80 000,00 0,00 64 000,00 16 000,00
Access
Control NAC

7 UPS centralny 80000,00| 1 80 000,00 80 000,00 0,00 64 000,00 16 000,00

Licencja
oprogramowa
nia antywirus
Z modutem
EDR dla
stanowisk

35000,00| 1 35 000,00 35 000,00 0,00 28 000,00 7 000,00

Licencja na
oprogramowa
9 nie: MDM, 150000,00| 1 150 000,00 150 000,00 0,00 120 000,00 30 000,00
SIEM,
SYSLOG, DLP
Switch

10 10000,00| 3 30 000,00 30 000,00 0,00 24 000,00 6 000,00
zarzadzany

SUMA 810 000,00 810 000,00 0,00 648 000,00 162 000,00

Ogétem wydatki rzeczywiécie ponoszone

Ogétem wydatki ., Wydatki Wydatki
rzeczywiscie \F/,\liﬁ)atkl ogolemiv kwalifikowalne (w niekwalifikowalne (w
ponoszone PLN) PLN)

Wszyscy - ogétem 1 000 000,00 1 000 000,00 0,00 800 000,00 200 000,00

Dofinansowanie (w
PLN)

Wktad wiasny (w PLN)

Podsumowanie budzetu

Wydatki ogétem (w PLN) Wydatki kwalifikowalne (w PLN) Dofinansowanie (w PLN)
Razem w projekcie 1 000 000,00 1 000 000,00 800 000,00

6. Montaz finansowy

Wktad Whktad Procent
Wydatki Procent Procent Procent wiasny z wktadu

ZV»(;?:;:« kwalifikow 3::{?”50 dofinanso  Wktad UE  dofinanso  dofinanso = Whktad BP wadsgtigw wydatkéw  wtashego
& v kwalifikow  kwalifikow
alnych alnego

alne wania wania UE wania BP ,
ogbtem

1000 000, | 1 000 000,

00 00 800 000,00 80,00 | 728 000,00 72,80 7,20| 72 000,00 | 200 000,00 | 200 000,00 20,00

7. Zrédta finansowania wydatkéw (w PLN)

Wydatki ogétem Wydatki kwalifikowalne

Dofinansowanie 800 000,00 800 000,00
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Razem wktad wtasny: 200 000,00 200 000,00
Budzet panstwa 0,00 0,00
Budzet Jednostek Samorzadu Terytorialnego 200 000,00 200 000,00
Inne publiczne 0,00 0,00
Prywatne 0,00 0,00
1 000 000,00 1 000 000,00

8. Oswiadczenia i zataczniki

Oswiadczenia

Pouczony(-a) o odpowiedzialnosci za sktadanie o$wiadczen niezgodnych z prawda, w tym o koniecznosci zwrotu przyznanego w ramach projektu
,Cyberbezpieczny Samorzad” wsparcia

Os$wiadczam, ze w przypadku projektu nie nastgpito, nie nastepuje i nie nastapi naktadanie sie finansowania przyznanego z funduszy
strukturalnych Unii Europejskiej, Funduszu Spéjnosci lub innych funduszy, programéw, srodkéw i instrumentéw finansowych Unii
Europejskiej ani krajowych $rodkéw publicznych, a takze z parstw cztonkowskich Europejskiego Porozumienia o Wolnym Handlu (EFTA).

Oswiadczam, ze zapoznatem sie/zapoznatam sie z Regulaminem naboru i akceptuje jego zasady.
Oswiadczam, ze nie podlegam wykluczeniu z mozliwosci otrzymania dofinansowania ze $rodkéw UE.
Oswiadczam, ze podane przeze mnie dane w Formularzu Aplikacyjnym o grant i ztozone o$wiadczenia sg prawdziwe.

Zobowiazuje sie, w przypadku pozytywnego rozpatrzenia mojego wniosku, do przestania dokumentdéw potwierdzajacych upowaznienie do
reprezentacji dla oséb podpisujgcych umowe grantowa.

Oswiadczam, ze zapoznatem/am sie i akceptuje warunki Kompletnego Schematu Grantowego w projekcie “Cyberbezpieczny Samorzad” i
zobowiazuje sie do jego przestrzegania.

Oswiadczam, ze przestrzegam przepiséw dotyczacych zasad horyzontalnych, o ktérych mowa w art. 9 lub motywie 6 rozporzadzenia nr 2021
/1060.

Os$wiadczam, ze w zwigzku z aplikowaniem w projekcie ,Cyberbezpieczny Samorzad” nie jestem podatnikiem VAT i w okresie realizacji
projektu FERC nie bedzie podejmowana dziatalno$¢, ktérej skutkiem bedzie nabycie statusu podatnika VAT albo jestem podatnikiem VAT
zarejestrowanym we wtasciwym dla siebie urzedzie skarbowym, ktéry w okresie realizacji projektu w zakresie naby¢ objetych wnioskiem o
dofinansowanie projektu FERC nie bedzie miat prawnej mozliwosci odzyskania VAT.

Os$wiadczam, ze nie podlegam pomocy publicznej nie otrzymatem/tam pomocy de minimis na przedsiewziecie, na ktérego realizacje ztozony
zostat wniosek o dofinansowanie.

Zataczniki

Dokumenty potwierdzajace prawo do reprezentacji Grantobiorcy
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Nazwa Rozmiar Suma kontrolna
Zaswiadczenie o wyborze Wojta 465 KB 2c¢7198fabab4d2e02e175b31f7b0ae6c302723a8bf575544c064796c8
Lesznowola-sig-sig.pdf 5c4e517
Powotanie Skarbnika Lesznowola-sig-sig. 6666feeb6d5297c2b03eb37ab46ef515904a1b5f9f58a56868e662a52d
pdf 454 KB 5b4365b

Oswiadczenie Grantobiorcy dot. VAT

Rozmiar Suma kontrolna
Oswiadczenie dot kwalifikowalnosci 1 MB 75321340aeac51e887789244e1d0c45be9722b32%9a7cc515a5¢75b76
podatku VAT puste-sig-sig.pdf db9d8bé5

Dodatkowe dokumenty ze strony Grantobiorcy

Rozmiar Suma kontrolna

brak zatacznikéw
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